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Facial Recognition at the Fitness
Center Under the General Data
Protection Regulation
Article 9(1) and 9(2)(a)
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Abstract

There are significant concerns regarding the legitimacy of biometric data

processing within the European Union. Therefore, it is imperative that facial data

processing adheres to the criteria and standards outlined in the General Data

Protection Regulation (GDPR).

According to GDPR Article 9(1), the processing of biometric data is

prohibited. In high-incursion situations that involve the private sphere, obtaining

consent becomes crucial. It requires further justification and confirmation about the
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lawfulness of the process, as specified in GDPR Article 6. Hence, the European
Union relies on Data Protection Authorities in Member States to assure obedience
to GDPR in practice.

Regardless above mentioned, the authors aim to investigate compliance with
the GDPR Article 9(1) and 9(2)(a) through the case study about facial recognition
technology with biometric involvement at a fitness center in Denmark.

The research focuses on analyzing the Danish Data Protection Agency’s
investigation of FysioDanmark concerning the facial biometric recognition of
customers’ and employees’ faces at the entrance to a fitness center for membership
control checks and business optimization. The authors have made the following
findings. The Agency warned the entity in question about the use of a system in
fitness centers to uniquely identify customers without obtaining their consent.
Furthermore, the research has shown that the application of consent as a legal
ground to avoid prohibition to uniquely identify employees can’t be granted as an
appropriate argument due to an imbalance of employment relationships meaning
the consent is not freely given.

Based on the given outcomes, the authors propose measures to prevent
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Monsixka. Apropu podotu “Ilpakruka Po3miznaBanus O6nuy y @itHec-IleHTpi BiAmoBigHO
o crarti 9(1) ta 9(2)(a) 3aransHoro PerymroBanus 3axucty JaHux” BASYHI 32 KOPHUCHI
Mopajgy 100 MPAaKTHYHOTO OCMHUCIEHHS ctareit 51, 57 Ta 58 3aranbHoro PerymtoBaHHs
3axucry Janux (GDPR), namani Tersnoro OmnexcanapiBHoro Jlemenko, ['onoBoro Paan
Angokarti JIHinponeTpoBchKoi oomacTi, JlHinpo, Ykpaina. Jlymka Tersau OsekcanapiBHH
€ 3HaYUMOIO y PO3YMiHHI JisIbHOCTI J[aTChKOTo OpraHy i3 HamIsLy Y ZOTPUMAaHHI 3aXUCTY

nmanux (DPA) y ¢itHec-nientpi FysioDanmark.
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